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LICENSE: You understand and hereby agree
that the audio, video, and text of this
presentation are provided “as is’, without
warranty of any kind, whether expressed

or implied, including, without limitation,

the implied warranties of merchantability,
fithess for a particular purpose or otherwise.
Since you are not a blithering idiot, you also
understand that Verizon Communications Inc.
and the entire Verizon family of companies
are not actually associated in any way with
the speaker, have not reviewed the contents of
this presentation, and are not responsible for
the contents of this presentation. Continuing
to read, listen to, or otherwise absorb this
information constitutes acceptance of this
license. Any court dispute regarding this
presentation shall be resolved in the state

of lllinois in the United States of America.

Verizon is a global leader

delivering innovative
communications and technology
solutions that improve the way
our customers live, work and play.
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Albertini—Aumasson—Eichlseder—
Mendel-Schlaffer “Malicious
hashing” (2014): “constants

in hash functions are normally
expected to be identifiable as
nothing-up-your-sleeve numbers”.

New: We generated a BADAS5S
curve "BADAbBH-VPR-224"

with a Brainpool-like explanation.

We actually generated
>1000000 curves, each having
a Brainpool-like explanation.

Example of underlying flexibility:
Brainpool generates seeds from
exp(1) and primes from arctan(1);
MD5 generates constants from
sin(1); BADA55-VPR-224
generated a seed from cos(1).
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